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In this article, we discuss our experience of realizing a prototype IoT-based food

safety monitoring solution which integrates inexpensive off-the-shelf open source IoT

technology for monitoring food deliveries, semantic services for managing and reasoning

about food safety provenance records, and private blockchain networks for persistent

and secure storage of semantic provenance graphs. We describe how observation of

real-world contexts was used to develop a prototype device, and the results of field

trials deploying these prototypes as part of the food delivery process. Results indicate

that continuous, context sensitive, trustworthy temperature measurement could provide

benefits to multiple stakeholders across the delivery pathway. However, close attention

has to be paid to the technology used—as cheap multi-functional IoT devices may

produce low quality sensor observations which adversely affect the utility of the overall

solution. Our experience also suggests that future food safety management systemsmay

need to include machine-processable guidelines to support analysis of raw sensor data

for food safety compliance.
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1. INTRODUCTION

In recent years, the advent of affordable Internet of Things (IoT) devices has enabled a number
of novel data-driven innovations across many industries (Farooq et al., 2015). IoT sensing
technologies offer inexpensive solutions for capturing and communicating observations about
various aspects of real environments (e.g., air temperature) and interacting with physical and virtual
objects (e.g., controlling a light switch, sending an email).

In the food industry, IoT is expected to become a key enabler for delivering enhancements to
existing practices and to improve productivity (Kodan et al., 2019). However, the use of IoT in
food safety, such as temperature monitoring of perishable foods is still a relatively niche area with
the majority of research being conducted in China and very few research studies applied to the
European context (Bouzembrak et al., 2019). We argue that monitoring of this type is especially
important in those segments of the food supply chain that involve different people and businesses
responsible for food handling (we refer to them as agents) and changing physical locations, such
as the food delivery process, particularly in contexts where this may also involve diverse modes
of transport (e.g., cars, vans, bicycles, walking, etc.). Food chains can be complex and a number
of stages are involved in a typical delivery chain, during which an order is first made available for
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FIGURE 10 | A comparison of temperature sensor readings for two versions of the IoT monitor (one using an on-board sensor and the other with the DS18B20 probe

attached) against certified temperature logger measurements.

FIGURE 11 | A comparison of temperature between readings from IoT monitors with the sensing probe placed on the inside and on the outside of a delivery box and

from certified temperature sensor placed on the outside.
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Figure 12 illustrates the battery levels (triangles) reported by the
IoT monitor (right y-axis) under different temperatures (circles)
measured by the certified temperature logger (left y-axis). Various
drops in reported battery levels are clearly correlated to the
decreasing temperature after the sensor has been placed in a
cold storage unit. After the sensor was returned to ambient
temperature, the battery levels were again reported at 100%.

5.3. Connectivity
In our system, the Bluetooth connection between the mobile
app and the IoT monitor has proven to be slow and unreliable
with larger JSON payloads (e.g., containing many temperature
readings for non-compliant stages lasting long periods of time).
As this would hinder the user experience when retrieving the data
using the mobile app, we set a maximum limit on the number of
readings that can be stored for each non-compliant stage, in order
to manage the size of the transferred JSON payload.

Another issue we encountered was related to the Bluetooth
beacons used to determine the location of IoT monitors. We
found that it was difficult to estimate how the Bluetooth signal
would propagate through different environments. For example,
if the strength of the signal of the beacon was set too low, it
was possible that an IoT monitor would not detect the beacon
if the cold storage room was too large and the devices were
far apart. On the other hand, if the signal was stronger, an
IoT monitor positioned outside cold storage (e.g., in a corridor)
would occasionally detect the beacon (e.g., when the doors of a
walk in fridge were open). This would be problematic for a real
system deployment as it would be difficult to estimate correct
settings for all possible building and storage room layouts used
by the organizations in such a heterogeneous environment as the
food industry. This could potentially render the use of Bluetooth
in this context impractical.

6. PROoFD-IT PROTOTYPE EVALUATION
IN B2B DELIVERY SETTING

6.1. The G. McWilliam Use Case
The development process of the system included an initial
prototype phase during which the base capabilities of the
intelligent IoT monitor and mobile app were evaluated in a real
delivery setting. This was conducted in conjunction with our
partners G. McWilliam, who undertake deliveries in a business-
to-business context. The trial scenario included a delivery of
raw meat products that represent a typical order as delivered
by the company. These deliveries were carried out alongside
real deliveries to University Catering Services at the University
of Aberdeen (a customer of G. McWilliam). The plan for this
delivery consisted of four steps, namely cold storage (meat orders
are stored in a chilled area after being prepared), removal from
the storage step (outside stage), delivery step (transport in a
refrigerated delivery van temperature controlled to below 5◦C),
and the customer receipt step. The delivery plan assumes that
once food is in the chilled storage area, it should only be removed
for the purposes of delivery (i.e., there should only be one
outside stage).

6.2. Methodology
In this evaluation we were interested in answering two main
questions:

• Can the system accurately detect compliance during a real
delivery process?

• Do suppliers and business customers find the concept and
proposed operation of the PROoFD-IT system useful?

These questions were addressed through two trials carried out
with both our named partners as the University of Aberdeen
Catering Service acted as a recipient of the food deliveries in
this evaluation process. These trials included interviews with
individuals who observed the initial trials; one as the supplier
overseeing the delivery process, and one as the business customer
accepting the delivery. The first question was evaluated through
manual comparison of events detected by the IoT monitor
and the detailed temperature log produced by the certified
temperature logger, as well as the overall functionality of the
system. The second question was evaluated through qualitative
feedback from participants observing the test scenario.

To test the ability of our system to detect compliant and
non-compliant events during the delivery stage we tested
the following:

• [compliant] The delivery process was uninterrupted and the
meat stored and delivered as per the usual delivery process.

• [non-compliant] The meat was removed from the chilled
storage area for a period of 3 h during the storage period, and
replaced prior to delivery.

The PROoFD-IT system (together with a certified temperature
logger) was deployed to test the compliant scenario in November
2019 and the non-compliant scenario in December 2019. On
each occasion, a package of meat was prepared by McWilliam,
stored overnight and in the morning the delivery fulfilled to the
University of Aberdeen Catering Service, where it was received
by a member of the project in conjunction with a representative
of the Catering Service.

6.3. Results
6.3.1. Accuracy of Temperature Measurements and

Reliability of Data Processing
In the first deployment, the readings from the IoT monitor
correctly identified the delivery item moving through two stages
of the delivery workflow (i.e., cold storage and transport).
Interestingly, the outside stage when food was removed from
the cold store and subsequently placed in the delivery van
was not detected by the IoT monitor. This was due to the
speed with which this transfer occurred, meaning that it
fell between the IoT monitor’s periodic scans for location
beacons. The delivery was correctly assessed as compliant
because no temperature constraints were breached which was
confirmed by the temperature readings collected by the certified
temperature logger.

In the second deployment, we observed that the IoT monitor
was unable to reliably detect the duration of the outside stage
when the food item was removed from the cold store. This was
due to the device being placed relatively close to the cold store.
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FIGURE 12 | A comparison between temperature recorded using the certified temperature sensor (circles) and battery percentage (triangles) reported by the IoT

monitor.

As a result, the IoT monitor often detected the location beacon
inside the cold store which lead to it recording an inaccurate list
of multiple delivery stages (i.e., fridge and outside) indicating that
the food item was frequently removed and placed back into the
cold store. We also observed that even during the period when
the food was kept in the corridor outside of the cold storage
(i.e., away from the location beacon) the temperature was still
recorded below the 5◦C threshold for cold storage, due to low
overnight environmental temperatures. Therefore, despite the
food item being out of the cold store it was still technically stored
in compliance with HACCP temperature constraints (as if it was
in a cold store). However, our IoT monitor would assess this
situation as non-compliant due to the food item being treated
as if it were in the outside stage, and it exceeding the constraint
defining the maximum permitted duration of that stage.

6.3.2. User Perceptions
Both interviewees, representing the supplier and customer end
of the process, were positive regarding the system and its
potential benefits. They both mentioned that such systems would
reduce the amount of paperwork currently required to maintain
temperature records, and make it easier to review and search
records in a digital form. The supplier representative suggested
there would be little negative impact on their normal processes
if such a system were implemented, since the devices were
unobtrusive and easy to use. This was echoed by the customer

representative who noted that they already take temperature
readings when food arrives, so the use of the app would not
create additional work, and that being able to see that the
device had traveled with the food throughout the process would
provide reassurance. The supplier suggested that benefit would
be gained through confirming that assumptions about conditions
of storage and transport are correct, useful for both them and
their customers. Similarly, the customer representative described
positive benefits that would arise if this systemwere implemented
across the sector and for all deliveries that were made. They
discussed how, under the current system, it was impossible to
know if temperature standards had been breached during the
delivery process due to, for example, frequent opening of the
chilled space during multiple deliveries. Both mentioned that the
system addressed concerns that currently could arise due to gaps
in the supply chain and temperature measurement.

7. PROoFD-IT PROTOTYPE EVALUATION
IN B2C DELIVERY SETTING

7.1. The University of Aberdeen Catering
Service Use Case
Evaluation of the full PROoFD-IT system (including the server
app producing provenance annotations and the blockchain
network) was performed in conjunction with our second project
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FIGURE 13 | A sandwich box used in the trials with the university catering

services. The fridge beacon is highlighted with a circle, the IoT monitor with a

square, and the certified temperature logger with a triangle.

partner, the University of Aberdeen Catering Service.25 The trial
scenario included a delivery of sandwich boxes (see Figure 13)
that represent a typical food service for various on-campus
events, such as meetings, workshops, etc. The plan for this
delivery consisted of three steps, namely cold storage (sandwiches
are stored in the fridge after being prepared), outside step
(deliveries occurring at ambient temperature), and the customer
receipt step. The delivery plan assumes that once food is in the
fridge, it should only be removed for the purposes of delivery.
The delivery has to complete within 4 h from the time when
food was removed from the fridge to comply with the 4 h rule
(i.e., food intended for direct consumption can be left outside
a temperature controlled environment, but should be consumed
within 4 h) (Food Standards Agency, 2016).

7.2. Methodology
In this evaluation we were interested in answering three main
questions:

• Can the system detect accurately non-compliance during a real
delivery process?

• Do users without professional food safety knowledge find the
information provided by the PROoFD-IT mobile app useful?

• Is it possible to store, retrieve and query stored provenance
records from the blockchain network to reproduce the
information produced by the IoTmonitor and themobile app?

25https://www.abdn.ac.uk/staffnet/working-here/delivered-catering-442.php

The first question was evaluated through manual comparison of
events detected by the IoT monitor and the detailed temperature
log produced by the certified temperature logger. The second
question was evaluated via a survey conducted with participants
who received and inspected the sandwich deliveries using the
PROoFD-IT app. The survey collected both qualitative and
quantitative data, andwas conducted digitally following the trials.
For the third question, we constructed a number of provenance
queries using the SPARQL query language (see section 7.3.3)
to test if important pieces of information (e.g., violation of
individual constraints during delivery stages) can be retrieved
from the semantic provenance graphs stored on the blockchain.

To test the ability of our system to detect compliant and
non-compliant deliveries we tested the following scenarios:

1. [compliant] Sandwiches are packed into a box and placed in a
fridge. After some time these are then removed from a fridge
and delivered to a specific location on the campus.

2. [non-compliant] Sandwiches are packed into a box and placed
in a fridge. At some point the sandwiches are removed from
the fridge and left at ambient temperature for a minimum of
3 h. Then they are placed back in the fridge. After some time
they are removed from the fridge and delivered to a specific
location on the campus.

3. [non-compliant] Sandwiches are packed into a box and placed
in a fridge. At some point the sandwiches are removed from
the fridge and left at ambient temperature for a minimum of 3
h and then delivered to a specific location on the campus.

The boxes were delivered to selected participants (not affiliated
with the project) who then used the PROoFD-IT mobile app
to inspect the delivery. Each delivered sandwich box contained
one smart IoT monitor and a certified temperature logger
for reference. The PROoFD-IT system was deployed for 9
days in March 2020. Each day one sandwich delivery to a
different location on the university campus was fulfilled by
the University Catering Service, with details of the storage
and delivery process in accordance with one of the three
scenarios outlined above. Each scenario was tested three times.
All deliveries were purchased directly by the project and
discarded after the trial due to the nature of the scenarios
(i.e., testing non-compliance).

7.2.1. Participant Recruitment
People managing the delivery process were all members of
staff from the University Catering Service (a separate business
unit operating within the University of Aberdeen). People
receiving deliveries were recruited through a university mailing
list and were paid a small cash sum for their time. A
total of nine people were recruited, eight of whom were
university staff and one PhD student. To be considered for
the study, volunteers were asked whether they had experience
with receiving food deliveries from the University Catering
Service in the past (e.g., for a workshop, meeting, etc.). Every
participant was briefed about the purpose of the trials and
were given an opportunity to withdraw from the study at
any time.
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TABLE 1 | Mean responses to questions where 1 = strongly disagree, 5 =

strongly agree.

Question Mean

The app was easy to use. 4.67

I think I would like to use this app in the future. 4.34

I found the app unnecessarily complex. 1.22

I think that I would need the support of a

technical person to be able to use this app.

1.11

The app functionality and the information it

provided were useful.

4.56

7.3. Results
7.3.1. Detecting Compliance and Non-compliance
The system performed well and delivered expected compliance
assessments in all but the first trial. During the first test of
a compliant scenario the sandwiches were placed into a small
fridge located in the storage room. The IoT monitor recorded a
number of readings slightly above the 5◦C threshold which were
also confirmed by the certified logger reporting an average of
5.5◦C during the cold storage stage.26 The fridge was operating
normally and the observed readings above the 5◦C threshold
were within the sensor’s accuracy limits. However, due to the hard
constraints programmed into the IoT monitor (based on four
consecutive readings above the 5◦C threshold—see section 4.2),
this stage was deemed non-compliant. In the interest of avoiding
borderline cases the remaining trials were performed in a large
walk-in fridge where the temperature was maintained at 1–4◦C.

Trials testing non-compliant scenarios also included shorter
cold storage periods of <1 h. For these periods both the IoT
monitor and the certified logger reported average temperatures
above 5◦C which did not accurately reflect the air temperature
inside the fridge. This is consistent with the observed behavior
of both sensors which require time to cool down in order
to start measuring the air temperature that the appliance is
set to maintain (see discussion in section 5.1). The differing
reaction times and sampling periods of the IoT monitor and the
certified logger also caused the average values reported by the
sensors to differ significantly.While the IoTmonitor only collects
observations every 7–20min, the certified logger was set to collect
one observation every minute. The IoT monitor also reacted
faster to changes in temperature. The average values reported by
both sensors were therefore influenced differently in situations
when food was moved between warmer and colder environments
for shorter periods.

7.3.2. User Survey
The user survey included a number of questions which
investigated user satisfaction with the PROoFD-IT mobile app
and the general idea of an IoT-based food safety monitoring
system. Overall results suggested that participants reacted
positively to the app (see Table 1). Qualitative responses

26The average was calculated from readings obtained every 1min during 4 h period
in the cold storage. The readings obtained from the logger during the initial 45 min
were ignored to eliminate the period when the sensor was cooling down.

supported these findings, with participants commenting on the
ease of use and straightforward nature of the app, and the fact
that it did not require any specialist knowledge.

Participants were asked whether the app made them feel more
or less confident in their knowledge about the safety of the
food, with responses from 1 (much less confident) to 5 (much
more confident). The mean result was 4.67 indicating that the
app had a highly positive impact on confidence. Asked if they
would like to have this service available for future deliveries, all
of the participants gave a positive response. Several mentioned
that such a system would provide additional information about
the food and delivery process that would be of use to them, for
example: “it made me realize that we don’t know what happens
with our food before it arrives” and “we really don’t know how long
food has been left out prior to it getting here.” Two participants
described how such a system would impact their own decision
making beyond whether or not to accept the delivery, but about
how long after delivery the food would be safe to eat: “A lot of our
use for catering deliveries is for drop in lunches, so food would be
laid out for a while. This service would be useful so we can know
how long the food has been acceptable before arrival to then impact
how long we should make the food available to delegates.” When
asked about their confidence in the data provided by the app, all
participants indicated high level of trust in the food safety data
provided. For example, “I would trust it 100 percent as it gives
exact details.”

Of the nine deliveries completed, six took place under
conditions where the food did not meet the minimum
requirements to be compliant with food safety standards, due
to being removed from the fridge either during the storage
stage, or for more than 4 h during the delivery stage. A
further delivery did not satisfy compliance criteria because the
temperature of the fridge did not meet the necessary standards.
Two study participants were informed by the app that the food
was compliant, and the remaining seven were informed that it
was not. Interestingly, only one participant declined to accept
the delivery, for reasons we shall discuss below. Despite this,
most participants indicated that the information provided by the
app would highly influence their decision making on accepting
deliveries, with a mean response of 4.33 (1 = low influence, 5 =
high influence).

We asked the participants whether they examined the detailed
data giving information about the delivery stages. All of the
participants said that they had looked at this, and three of
them specifically noted that based on the detailed temperature
information provided, they had decided to accept the delivery
even though the system flagged it as non-compliant. For example,
one participant noted: “I looked at the stages and accepted the
delivery despite it not meeting the temperature guidelines as it
was only one degree above the fridge temperature.” This finding
was emphasized by answers to a question where we asked
participants if they could imagine any circumstances where they
might accept food which was described as being not acceptable.
While two of the respondents said they would always reject such
food, the remainder of the participants described circumstances
where they would make an individual decision informed by
the information provided, for example: “It could say it was not
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acceptable because it had been out of the fridge but the temps in
the room are colder than the fridge which would mean it would be
acceptable to take the food.” Several participants also mentioned
that the type of food would impact their decision making, for
example if it was food which was more or less susceptible to
dangerous bacterial growth.

Because we were interested in overall impacts on food safety
understanding, we also asked participants whether the use of
this app would be likely to change their views or behavior
around food safety. Six out of the nine responses suggested
that positive behavior changes would take place, with responses
suggesting that their awareness of the issues surrounding food
safety and information available were key to these changes.
One further response was ambivalent about whether changes
would take place, with another noting that their level of
awareness was already high so no changes would be necessary.
We also asked whether the participants learned anything about
food safety guidelines from participating in the trial. Seven
participants responded that they did learn about food safety, with
four specifically mentioning temperature related guidelines, for
example “I learned about suitable temperatures, putting food in
and out of different fridges.” Some participants also mentioned
that they had learned about the various stages that food goes
through before being delivered.

7.3.3. Evaluation of Provenance Annotations
To evaluate whether the server application produces correct
semantic provenance annotations, a sample provenance graph
was tested against a set of competency questions, which is a
common method for evaluating ontologies (Grüninger and Fox,
1995). These were designed to test the various parts of our
provenance model and included the following questions:

• Q1: Which HACCP constraints associated with the overall
plan were satisfied/ not satisfied?

• Q2: Who was responsible for the delivery?
• Q3: Which activities breached the HACCP constraints

associated with planned HACCP steps?
• Q4: What was the number of sensor readings made, average

values, and unit of measurement for each temperature
controlled step?

• Q5:What observable property and what feature of interest was
used by the sensor to produce temperature observations?

• Q6: Which steps were executed more than once in a single
execution trace?

• Q7: Which sample readings were recorded for activities that
breached HACCP temperature constraints associated with
planned HACCP steps?

• Q8: How long was the tracked food item in the delivery
process?

• Q9: When was the item received by the customer?
• Q10: Was the item accepted/rejected by the customer?

The competency questions were formalized as SPARQL queries
and executed against a semantic graph produced by the server
application from a JSON payload recording a non-compliant
food delivery following the two stage plan (i.e., containing fridge
and outside stages) used in the trials. Two sample SPARQL

queries are illustrated in Figure 14. Query A corresponds to
Q1 and returns the list of constraints associated with the
overall plan, such as total time allowed for cold storage, total
time allowed for ambient temperature storage, total number of
allowed ambient temperature storage stages, and whether these
constraints were satisfied by a specific delivery activity (see
section 4.4.1 for related information). In the same figure, Query
B corresponds to Q4, returning the details on how a specific
constraint was evaluated based on sensor readings (see section
4.4.2 for related information).

We evaluated our questions against a provenance record
produced by an example non-compliant scenario with a mixture
of satisfied and violated HACCP constraints. Violations cause
the IoT monitor to report richer provenance information—
by including sample sensor readings demonstrating non-
compliance. All queries returned the expected results. The
code to re-run the evaluation, SPARQL queries, as well as
the sample dataset and full results are included in the public
GITHUB repository27.

8. DISCUSSION

This pilot project has revealed a number of challenges that
should be addressed before solutions, such as the PROoFD-
IT system could be implemented in real delivery processes.
The most prominent challenge is the difficulty of translating
existing human-centered guidelines, such as HACCP into
instructions that can be used by intelligent software systems.
While such food safety management systems initially appear
to have clear guidelines, for example, on critical temperature
limits, they are first and foremost designed to be used by
humans. Our experience with real world delivery workflows
highlights the need for such guidelines to be much more
detailed and more deterministic, clearly setting expected
outcomes in various situations. For example, how long can a
temperature stay above the required threshold for the food to
remain compliant with the temperature controls? What is the
maximum reasonable deviation of temperature readings above
the maximum threshold? The need for more detailed machine-
processable guidelines is necessitated by twomain factors. Firstly,
IoT devices provide the opportunity for collection of temperature
measurements and location data about every food delivery at
previously unfeasible levels of granularity (e.g., every couple of
minutes). By contrast, human operators are currently expected
to check the temperature only a few times per day. Secondly,
software solutions require not only a set of clear constraints
but expected outcomes when these are breached in a variety
of ways. In the case of IoT solutions these also need to be
sufficiently simple so they can be implemented on resource
constrained devices. Development of such guidelines would be
a complex challenge requiring inputs from different disciplines
(e.g., computer science, microbiology, business, etc.) as well
as policy makers responsible for regulating food industries
(e.g., Food Standards Agency, Food Standards Scotland, local
authorities, etc.).

27https://github.com/PROoFD-IT/server
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A B

FIGURE 14 | An example formalisation of competency questions as SPARQL queries. Query A returns the constraints associated with the overall delivery plan and

whether these were satisfied by the delivery activity. Query B returns the details on how a specific constraint was evaluated based on sensor readings.

Our trials also demonstrated that inexpensive IoT
technologies may under-perform not only in terms of accuracy of
temperature readings, but also reliability of other functions, such
as location awareness based on Bluetooth technology and battery
related issues associated with operation in colder temperatures.
Such weaknesses may have a particularly high impact on trust
and usefulness of IoT technologies in the context of food safety
solutions. As our results showed, users tend to trust information
that is provided by IoT devices and are unlikely to question the
accuracy or reliability of the resulting temperature observations.
Should safety compliance of food deliveries be assessed on
unreliable sensor readings, this could endanger public health,
increase food wastage and possibly result in reputational damage
to businesses.

It was demonstrated that readings from sensors that recently
entered cold storage may take a significant amount of time (up
to 45 min in one scenario) to identify the true air temperature
inside the appliance. This can have an impact, for example, on
average temperature values shown to end users for short cold
storage phases (e.g., if the device manages only to produce 2–
3 readings with the majority belonging to the cooling phase).
As discussed in sections 5.1 and 7.3.1, such average temperature
values can also differ based on the reaction times of sensors
and sampling rates used. This may suggest that reporting
average temperature values in this context offers little benefit
to the end users and potentially increases chances of data
misinterpretation. We have also observed users who ignored the
system’s recommendation, either based on the assumption that
the reported average temperature values were only slightly higher
than the recommended thresholds, or based on the “aesthetics”
of the food. We suggest that further research is needed into
how to efficiently communicate temperature related food safety
information to non-expert users.

In terms of other practicalities, it is also clear that in a
heterogeneous environment, such as the food industry, many
businesses would operate different delivery plans and these would
need to be translated into machine-readable form. This would
lead to food business having to design machine-readable versions
of their HACCP manuals (e.g., by using standard ontologies)

to realize the potential of semantic technologies to support
data interoperability and data standardization in the food safety
context. We also propose that further investigations are required
to determine whether a simple acyclic representation of plans
(as presented in this article) is sufficient for most of the delivery
workflows that are being deployed currently.

We also acknowledge a number of limitations of the current
prototype of the PROoFD-IT system. These include the lack of
authorization and security mechanisms (e.g., anyone can access
the data on the IoT monitor using an app or over Bluetooth
with a custom code), lack of interfaces for dynamically setting
delivery ID’s for individual IoT monitors, and lack of interfaces
formanaging and accessing information stored on the blockchain
network. These limitations would need to be addressed before
such a system could be released as a production ready solution.

However, despite the aforementioned challenges the overall
positive response to the system from both commercial and non-
commercial users may suggest that there is a demand for similar
systems. The perceived benefits include increased transparency
of delivery processes that lead to more informed consumer
choices and enhanced monitoring by food businesses, as well as
improved efficiency through reduction in paper based records
and improved capability to track accountable agents in case of
food safety incidents.

9. FUTURE WORK

In future work, we will explore how the PROoFD-IT system
could be extended to monitor other stages in the food supply
chain, such as the food manufacturing process—with an ultimate
goal of achieving complete “farm to fork” solutions. This would
also create an opportunity to expand our current, fairly simple
blockchain model and also to test the feasibility of semantic
provenance graphs to be embedded within a larger pre-existing
blockchain system (e.g., as part of the aformentioned IBM Food
Trust platform).

We will also explore how the availability of machine readable
data can enhance automation in the food industry by utilizing
machine-to-machine communication to allow oversight of the
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supply chain processes with more limited human interventions
also focusing on management of food quality in addition to
food safety.

Finally, we also aim to explore the opportunity to
communicate and relay information from IoT monitors
using fixed IoT beacons (e.g., in a fridge or a delivery van) to
provide real-time updates. Here, the fixed IoT beacons could
be connected to the Internet due to their fixed locations and
potential access to mains power.
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