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ABSTRACT

Cryptocurrencies, introduced in 2009 with the first cryptocurrency, Bitcoin, have grown significantly in recent years and attracted attention globally. One of the main characteristics of cryptocurrencies and their key innovation is that they are underpinned by distributed ledger technology (DLT) or blockchain as a type of DLT. This technology enables cryptocurrencies to be transferred, stored or traded electronically within DLT-based systems in a peer-to-peer manner among (pseudonymous) system participants across the world without the involvement of the usual central trusted authorities or intermediaries such as banks. This raises the question of if, and how, one should ascertain internationality for cryptocurrency transfers taking place within truly global systems underpinned by DLT for private international law purposes.

This article aims to raise awareness of and address the question of internationality in the context of cryptocurrency transfers in DLT-based systems. It considers internationality in private international law, potential factors that might be relevant in ascertaining internationality for cryptocurrency transfers through a comparison to that for electronic funds transfers (EFTs), and the approaches of the International Institute for the Unification of Private Law (UNIDROIT) and the Hague Conference for Private International Law (HCCH) on internationality in their current projects concerning digital assets and digital economy respectively.
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1. INTRODUCTION

Cryptocurrencies, introduced in 2009 with the first cryptocurrency Bitcoin,\(^1\) have grown significantly in recent years and attracted attention globally. They now represent a sub-category of cryptoassets, which are mainly used as a means of exchange but are not state backed,\(^2\) under the broader umbrella of digital assets that accommodate different types of assets emerging with the use of technology.

One of the main characteristics of cryptocurrencies and arguably their key innovation is that they are underpinned by distributed ledger technology (DLT) or blockchain as a type of DLT.\(^3\) This technology enables cryptocurrencies to be transferred, stored or traded electronically within DLT-based systems in a peer-to-peer manner among system participants across the world without the involvement of the usual central trusted authorities or intermediaries such as banks.\(^4\) Transactions are directly made between the respective participants after being verified and validated by other participants in the system (known as miners in Bitcoin) according to consensus rules or protocols.\(^5\) This technology also enables secure digital records in relation to those transactions to be held at a ledger distributed across the system, allowing system participants to have an identical copy of the ledger and precluding the ledger being modified by a participant secretly.\(^6\) DLT-based systems represents a significant shift from intermediation to disintermediation and from centralised ledgers to not only decentralised but also distributed ledgers.\(^7\) This can potentially transform many areas and sectors which have traditionally operated

---


based on intermediation and with centralised ledgers, and can have a wide range of applications including, but not limited to, cryptocurrencies.\(^8\)

DLT raises several private international law issues, particularly in the determination of international jurisdiction and applicable law. In relation to cryptocurrencies, as identified by the Hague Conference on Private International Law (HCCH), these issues include the law applicable to cryptoassets,\(^9\) the law applicable to transfers of cryptoassets on a blockchain and outside a blockchain, the determination of international jurisdiction, and party autonomy in respect of jurisdiction and applicable law.\(^10\) The traditional private international law questions with respect to international jurisdiction and applicable law get more complicated in the context of cryptocurrencies given that cryptocurrency systems underpinned by DLT or blockchain ‘do not recognise traditional national borders and have global reach’\(^11\) and can have pseudonymous system participants whose true identities are not known and not disclosed to each other. This raises the question of if, and how, one should ascertain internationality for cryptocurrency transfers in DLT-based systems for private international law purposes, which is a question that has not attracted much attention yet.

This article aims to raise awareness of and address the question of internationality in the context of cryptocurrency transfers in DLT-based systems by considering internationality in private international law, potential factors that might be relevant in ascertaining internationality for cryptocurrency transfers through a comparison to that for electronic funds transfers (EFTs), and the approaches of the International Institute for the Unification of Private Law (UNIDROIT) and the HCCH on internationality in their current projects concerning digital assets and digital economy respectively including cryptocurrencies.

### 2. INTERNATIONALITY IN PRIVATE INTERNATIONAL LAW

It might be best to start the analysis with the question of why internationality matters, before addressing what internationality means and how it is defined. In-

---

8 See e.g. HCCH, Proposal for the Allocation of Resources to Follow Private International Law Implications relating to Developments in the Field of Distributed Ledger Technology, in particular in relation to Financial Technology, Preliminary Document 28 February 2020, par. 8., [https://assets.hcch.net/docs/f7%77%74%70%72%73-4a9e-ad4a-cbc585bddd2e.pdf], Accessed 1 February 2023.


10 HCCH, op. cit., note 8, pars. 10-15.

11 Ibid., par. 9.
ternationality matters because when a transaction, relationship or situation is international or, in private international law jargon, involves a foreign element, this means that that transaction, relationship or situation is no longer contained in the domestic arena. Different laws and jurisdictions then potentially become relevant to that transaction, relationship or situation. It is the very essence of the existence of private international law, as a discipline, to resolve the conflict of jurisdictions and the conflict of laws in such cases by determining a court of the competent jurisdiction to hear disputes arising from that transaction, relationship or situation and the law applicable to them to resolve the substance of the disputes.

In private international law, a foreign element is generally understood as an element that connects a transaction, relationship or situation to more than one legal system.\(^\text{12}\) It is this foreign element that a transaction, relationship or situation involves which triggers a private international law analysis. This foreign element traditionally derives from the persons (such as the party’s nationality) or the places/llocations (such as the place of performance) concerned.\(^\text{13}\)

A distinction is made by some, particularly in the field of contracts, between situations with a foreign element and situations of an international character.\(^\text{14}\) However, there is no agreement in private international law on the criteria that would give a transaction, relationship or situation an international character. Arguments on this matter, mainly raised in relation to contracts, seem to differ from one legal system to another and by time.\(^\text{15}\) In general, the international character of a transaction, relationship or situation can be determined based on an objective, economic or subjective test,\(^\text{16}\) and different factors can have varying importance and weight in this determination depending on the nature of a given transaction,

---


16 For an analysis on these tests, see Nygh, P., *Autonomy in International Contracts*, OUP, 1999, pp. 48-55.
relationship or situation.\textsuperscript{17} For example, the nationality of the parties can possibly have greater importance in the law of persons compared to the law of contracts.

Internationality should not be seen merely as a theoretical question. It plays an important role in defining and determining the scope of application of legal instruments through different techniques and approaches.\textsuperscript{18} For example, Article 1(1) of the HCCH 2005 Choice of Court Agreements Convention\textsuperscript{19} limits its scope of application to international cases and provides a negative definition of internationality by excluding purely domestic cases.\textsuperscript{20} According to Article 1(2), for the purposes of jurisdictional rules of the Convention, ‘a case is international unless the parties are resident in the same Contracting State and the relationship of the parties and all other elements relevant to the dispute, regardless of the location of the chosen court, are connected only with that State’. The Explanatory Report of the Convention illustrates the internationality via an example where parties choose a court in Japan for a contract which is made in Portugal between parties both residing in Portugal and to be performed in Portugal.\textsuperscript{21} Such a case is not considered international under the Convention since all elements are connected to Portugal except for the location of the chosen court.\textsuperscript{22} Primarily inspired by Article 1(2) of the HCCH 2005 Choice of Court Agreements Convention, the HCCH 2015 Principles on Choice of Law in International Commercial Contracts\textsuperscript{23} also provides a negative definition of internationality for contracts in Article 1(2) by excluding contracts where ‘each party has its establishment in the same State and the relationship of the parties and all other relevant elements, regardless of the chosen law, are connected only with that State’.\textsuperscript{24}


\textsuperscript{19} Convention on Choice of Court Agreements, 30 June 2005.


\textsuperscript{21} \textit{Ibid.}, par. 42. The illustration assumes that the Convention is in force in the States mentioned therein.

\textsuperscript{22} \textit{Ibid.}


Commentary, the exclusion of only purely domestic situations from the definition of internationality reflects the aim of conferring ‘the broadest possible scope of interpretation to the term ‘international”.

The HCCH 1986 Convention on the Law Applicable to Contracts for the International Sale of Goods, on the other hand, provides a positive definition of internationality and identifies its scope of application in Article 1 as contracts ‘a) between parties having their places of business in different States; b) in all other cases involving a choice between the laws of different States, unless such a choice arises solely from a stipulation by the parties as to the applicable law, even if accompanied by a choice of court or arbitration’. The HCCH 2006 Securities Convention adopts a broad descriptive approach to internationality in Article 3 by referring to ‘all cases involving a choice between the laws of different States’. This is to ensure the Convention’s applicability ‘unless there is absolutely no element in the facts of a case (e.g., ‘location’ of a person involved in or affected by a transaction or of an activity of such a person, ‘location’ of a security or its issuer, presence of a governing law clause or any other ‘governing law’ factor or element) that might require a decision as to which of two or more legal systems is applicable’. It is interesting to note that the Explanatory Report of the Convention seems to suggest a distinction between a foreign element and internationality in respect of the Convention’s applicability. Based on the Explanatory Report, although the title of Article 3 is internationality, the text of it does not use the term intentionally so that situations which appear at first glance to be wholly internal are still covered by the Convention due to the foreign element they involve.

---

25 Ibid.
27 For this interpretation, see par. 1.15 of the Commentary of the HCCH 2015 Principles on Choice of Law in International Commercial Contracts, op. cit., note 24.
31 The term ‘cases’ is understood as ‘situations’ in this context, see ibid., par. 3-12.
32 Ibid., par. 3-12.
33 Ibid., par. 3-4.
34 Ibid.
I Regulation on the law applicable to contractual obligations, applied in the European Union (EU) and retained by the United Kingdom (UK) post-Brexit, also provides a broad approach to internationality by defining the Regulation’s scope of applicability to ‘situations involving a conflict of laws’ in Article 1(1)’.

Internationality is considered as a requirement which is ‘consistent with the traditional understanding that private international law applies only to international cases’. Therefore, although its definition can vary considerably among legal instruments, there is typically a definition or test for internationality to be satisfied under the legal instruments.

3. INTERNATIONALITY OF CRYPTOCURRENCY TRANSFERS IN DISTRIBUTED LEDGER TECHNOLOGY BASED-SYSTEMS

Based on the analysis in chapter II of this article, for a cryptocurrency transfer to be subject to a private international law analysis, there needs to be an element that gives the transfer an international character. The question therefore arises as to if, and how, such an element will be ascertained in cryptocurrency transfers taking place within truly global systems underpinned by DLT to trigger a private international law analysis.

3.1. Ascertainment of Internationality

A distinction can be made between a transfer involving a foreign element and a transfer being international for private international law purposes. Cryptocurrency systems underpinned by DLT would ordinarily and unavoidably involve a foreign element since these systems have participants located in different jurisdictions and the ledger, distributed across the system participants, exist potentially in many places.
One might therefore argue that all cryptocurrency transfers within DLT-based systems are international.40

However, there may be examples which indicate otherwise. For example, Bitcoin is accepted as a form of payment, to different extents, in various countries in shops, bars and cafes.41 Although Bitcoin transfers take places within the Bitcoin system underpinned by blockchain and are executed with the involvement of miners who informally work in a peer-to-peer manner as transaction verifiers and bookkeepers around the world with no central coordination,42 a Bitcoin transfer to make a payment between the two parties located in the same jurisdiction is in essence a domestic transfer, not an international one. Cryptocurrencies are also used and give rise to legal questions in other wide-ranging matters, including family43 and succession matters, in purely domestic situations as well. On this basis, the mere fact that a cryptocurrency transfer is executed within a DLT system may not be sufficient on its own to give a cryptocurrency transaction an international character.

The question of internationality has been raised in respect of EFTs too.44 An EFT is the movement of funds between different bank accounts by electronic means.45 It is in essence the transfer of value without the need of a physical transfer of money46 and, whilst this resembles a cryptocurrency transfer, the way that EFTs and cryptocurrencies are executed is significantly different.47 In a typical EFT, there

---

40 See e.g. Guillaume who argues that, given the role of the nodes in the network, the use of the blockchain is sufficient to give blockchain transactions an international scope and that it is statistically unlikely that all the nodes in the network or involved in a given transaction will be located in the same state, Guillaume, F., Aspects of private international law related to blockchain transactions, in Kraus, D.; Obrist, T.; Hari, O. (eds.), Blockchains, Smart Contracts, Decentralized Autonomous Organizations and the Law, Cheltenham/Northampton, Edward Elgar, 2019, pp. 49-82; p. 59.
41 For the UK, see e.g. UK Cryptoassets Taskforce Final report, op. cit., note 2, par. 2.18.
42 See generally, Ali; Barrdear; Clews; Southgate, op. cit., note 3, p. 266 and 268.
44 See generally Yüksel, op. cit., note 38, 41-47.
47 Yüksel Ripley, B., Cryptocurrency Transfers in Distributed Ledger Technology-Based Systems and Their Characterisation in Conflict of Laws in Borg-Bartheit, J.; Trimmings, K.; Yüksel Ripley, B.; Živković,
are separate bank accounts and the amount is transferred from one to another by adjusting the balances of the relevant bank accounts via debiting the amount from one account and crediting it to another.\textsuperscript{48} This process involves clearing and settlement either on a bilateral basis between the two respective banks that are correspondents holding an account with the other\textsuperscript{49} or on a multilateral basis on the books of a common correspondent bank or of a central bank in a funds transfer system.\textsuperscript{50} Given the reliance on centralisation and intermediation, the suggested definition or test of internationality for EFTs is usually based on the location of banks. For example, the United Nations Commission on International Trade Law (UNCITRAL) Model Law on International Credit Transfers,\textsuperscript{51} which only applies to international transfers, adopts a test of internationality in Article 1(1) based on the location of banks by defining its sphere of application as ‘credit transfers where any sending bank and its receiving bank are in different States’.\textsuperscript{52} If these banks are in different states, the transfer is therefore international. In legal literature, the definition of international funds transfer, which has been given by Professor Geva and adopted by many others, indicates a similar approach to internationality by accepting ‘any transfer of funds involving either banks located in more than one country or at least one bank located in a country other than that of the currency of the transfer’ as an international funds transfer.\textsuperscript{53}

However, such a definition or test for internationality for EFTs based on the location of banks does not seem directly applicable to cryptocurrency transfers since there is no bank or similar trusted third party that executes the transfers and records them to the ledger in DLT-based systems. This is done on a peer-to-peer basis by miners or trusted nodes in those systems which rely on distributed ledgers and disintermediation. Ascertaining internationality based on the location of miners or trusted nodes

\textsuperscript{48} Cox; Taylor, op. cit., note 46, par. 3-002; Ellinger; Lomnicka; Hare, op. cit., note 46, 559.

\textsuperscript{49} Geva, op. cit., note 45, par. 1-28; Ellinger; Lomnicka; Hare, op. cit. note 46, 464; Malek, A.; Odgers, J., Paget’s Law of Banking, 14th ed, Lexis Nexis, 2014, par. 22.32.

\textsuperscript{50} Geva, op. cit., note 45, 1-28; Ellinger; Lomnicka; Hare, op. cit., note 45, 564; Malek; Odgers, op. cit., note 49, par. 22.32.


\textsuperscript{53} Geva, op. cit., note 45, par. 4-5.
would not be feasible either since their location is usually unknown in pseudonymous systems and is also coincidental.\(^{54}\) Therefore, such ascertainment might lead to unexpected results for the parties of the transaction. Location of the transferor and the transferee, on the other hand, can be considered as a criterion for internationality for cryptocurrency transfers if those locations are known or identifiable. Accordingly, a transfer of cryptocurrency in DLT-based systems can be regarded international if the parties of the transfer are located in different countries. Alternatively, the internationality of a cryptocurrency transfer can be subject to the internationality of the underlying relationship between the parties of the transfer.

3.2. Approaches of the UNIDROIT and the HCCH to Internationality

There are currently two important legal initiatives at the international level, by the UNIDROIT and the HCCH, which aim to address aspects of digital assets and digital economy including cryptocurrencies. However, it is not clear whether the UNIDROIT and the HCCH take a particular approach to internationality in this context and, if they do, what that approach is.

3.2.1. UNIDROIT Project on Digital Assets and Private Law

The UNIDROIT has conducted a project on Digital Assets and Private Law,\(^{55}\) which resulted in the adoption of the UNIDROIT Principles on Digital Assets and Private Law in May 2023 following a public consultation\(^{56}\). At the time of writing of this article, the UNIDROIT Secretariat, mandated by the Governing Council, is working towards the final publication of the instrument and the most up-to-date draft of the Principles is available in the Annexe to the Governing Council document on the Principles on Digital Assets and Private Law.\(^{57}\) The draft UNIDROIT Principles consist of 19 principles, each accompanied by

\(^{54}\) cf. Garriga Suau who argues that a criterion based on the location of the nodes can be considered for internationality in relation to permissionless blockchains unless the terms and conditions of the blockchain network otherwise regarding the internationality of its network, see Garriga Suau, G., *Blockchain-based smart contracts and conflict rules for business-to-business operations*, Revista Electrónica de Estudios Internacionales, Vol. 41, 2021, pp. 1-27, pp. 22-23. cf. also Guillaume, op. cit., note 40.


commentary, and one of these principles, ie Principle 5, deals with the applicable law under Section II entitled private international law.

Section I of the draft UNIDROIT Principles considers scope and definitions. According to illustration 1 in commentary 2.8, ‘virtual (crypto) currency on a public blockchain (e.g. bitcoin) is a digital asset’. Principle 1 sets out the scope of application as ‘the private law relating to digital assets’. When this is read along the Commentary, it seems that this material scope of application is limited to only certain aspects of private law, in particular property law and insolvency law. A number of proprietary issues are excluded from the material scope in Principle 3(3). It is interesting to note that the material scope of Principle 5 on the applicable law, on the other hand, is not limited to the issues covered by the Principles. This is a rather unusual technique as the scope of the provision has a wider scope of application than the instrument it is included in, which raises further questions concerning the relationship between the application of Principle 5 on the applicable law and this UNIDROIT instrument as a whole.

Although the material scope of application is defined in Section I of the draft UNIDROIT Principles, the territorial scope of application is not explicitly defined therein or elsewhere in the Principles. Based on commentary 0.4, it can be inferred that the draft UNIDROIT Principles have been designed to apply in both domestic and international (or cross-border) situations given references therein to transactions involving digital assets that occur in a State and transactions involving persons in different States respectively. It is however not clear what counts as an international (or cross-border) situation for the purposes of these Principles although this requirement or test of internationality becomes particularly important for the application of Principle 5 on the applicable law. The question therefore arises as to whether all situations relating to proprietary issues in respect of a digital asset are deemed international (or cross-border) under the UNIDROIT Principles and require a conflict of law analysis.

---


59 See commentary 5.2, *op. cit.*, note 57.


61 See *ibid.*, p. 2.


Internality is also important from the point of choice of law rules provided in Principle 5 which grants parties the power to choose the applicable law.\(^{64}\) There is no consensus in private international law on the question of whether parties should be allowed to choose the applicable law for domestic situations.\(^{65}\) Internality is seen as the most common of the parameters and limitations that the principle of party autonomy is subject to in modern private international law codifications and conventions.\(^{66}\) This typically may result in parties not being permitted a choice of law for domestic transactions at all, or such choices are accommodated not strictly as a choice of law but, for example, as an incorporation by reference of the provisions of that foreign law into the parties’ contract, with or without an express subordination to the mandatory rules of the country with which the situation is wholly connected.\(^{67}\) At the stage of the public consultation, it was assessed in relation to the draft UNIDROIT Principles that allowing an unlimited choice of law for domestic transactions would be hard to justify under these considerations and it was suggested that providing ‘a presumption of internality for transactions in digital assets, which could be rebutted in exceptional cases, e.g. a permissioned network limited to participants established in the same country’ could address this issue.\(^{68}\)


\(^{67}\) See *ibid*. For a comparative analysis between Turkish and EU private international law on this matter, see also Yüksel, B., *Choice of Law in Civil and Commercial Matters under Turkish Private International Law in Comparison with their Equivalents under the Rome I and Rome II Regulations*, in Beaumont, P.; Yüksel, B. (eds.), *Turkish and EU Private International Law: A Comparison*, Istanbul, XII Levha, 2014, pp. 153-223, pp. 165-166.

\(^{68}\) EAPIL, *op. cit.*, note 63, par. 15. See also the argument for an assumption that ‘all blockchain transactions must be considered international by nature’ unless ‘all nodes, all the users, as well as the operator of the blockchain are located in the same State’ by Guillaume, *op. cit.*, note 40.
3.2.2. HCCH Work on Private International Law Implications of the Digital Economy

The HCCH has been closely following the developments with respect to private international law implications of the digital economy including DLT and its certain applications since 2020.\(^69\) The HCCH has also been closely cooperating and coordinating, including through participation as an observer, with the UN-CITRAL and UNIDROIT in relation to their work in this area including the UNIDROIT’s project on Digital Assets and Private Law.\(^70\) As an intergovernmental organisation working with the mandate of the progressive unification of the rules of private international law,\(^71\) the focus of the HCCH’s work in the area has been on specific private international law issues arising from emerging technologies and applications in the digital economy, including DLT applications, such as:

- ‘jurisdiction and choice of court (e.g., how to determine the competent court to resolve a dispute in relation to a crypto asset),
- applicable law and choice of law (e.g., what is the most appropriate connecting factor defining the law applicable to a transaction via blockchain),
- recognition and enforcement (e.g., how to enforce a foreign judicial decision in relation to a service regulated by a smart contract), and
- cross-border and cross-platform cooperation mechanisms (e.g., what cooperation frameworks are feasible and desirable to overcome challenges that the digital economy faces).\(^72\)

Specific private international challenges raised by ‘digital and crypto currencies’ as well as ‘DLT and blockchain’ are also under consideration by the HCCH as part of this work.\(^73\) These issues were included in the programme of the HCCH CODIFI (Commercial, Digital and Financial Law Across Borders) Conference,


\(^70\) See HCCH, Prel. Doc. No 4 of November 2020, ibid., pars. 5-7; HCCH Prel. Doc. No 4 REV of January 2022, ibid., pars. 4-7.

\(^71\) See HCCH, About the HCCH, [https://www.hcch.net/en/about], Accessed 1 February 2023.


successfully held online in September 2022, under the Conference’s digital economy thematic tracks.\textsuperscript{74} The outcomes of the CODIFI Conference were published in the conference report in January 2023.\textsuperscript{75} The report referred to the inherent cross-border element of the topics concerned in various parts and accordingly noted that considerations of private international law are crucial.\textsuperscript{76} The report also highlighted, \textit{inter alia}, that various private international law issues identified by experts at the Conference may benefit from potential future work in relation to jurisdiction, applicable law, choice of forum, party autonomy, recognition and enforcement, and international cooperation mechanisms.\textsuperscript{77}

Against this background, the Permanent Bureau developed a number of joint initiatives for the consideration of the Council on General Affairs and Policy, one being the Proposal for Joint Work: HCCH-UNIDROIT Project on Law Applicable to Cross-Border Holdings and Transfers of Digital Assets and Tokens.\textsuperscript{78} This proposal built on one of the outcomes of the CODIFI Conference that several experts had agreed that ‘work on private international law (PIL) relating to digital assets, specifically the determination of applicable law, is both timely and desirable’.\textsuperscript{79} The proposal’s purpose was accordingly ‘to examine, jointly with UNIDROIT, the desirability of developing coordinated guidance and the feasibility of a normative framework on the law applicable to cross-border holdings and transfers of digital assets and tokens, covering relevant private law aspects’.\textsuperscript{80} Starting with Principle 5 of the draft UNIDROIT Principles, this joint work was proposed to include:

- ‘the applicable law in the absence of an explicit choice of law by the parties;
- weaker party protection in transactions relating to digital assets and tokens;
- connecting factors that would impact on the law applicable to cross-border holdings and transfers of digital assets and tokens; and


\textsuperscript{76} \textit{Ibid.}, par. 13.

\textsuperscript{77} \textit{Ibid.}, par. 5 and pp. 28-29.


\textsuperscript{79} \textit{Ibid.}, par. 2.

\textsuperscript{80} \textit{Ibid.}, par. 3.
• the law applicable to linked assets’. 81

The HCCH-UNIDROIT Joint Project on Law Applicable to Cross-Border Holdings and Transfers of Digital Assets and Tokens (HCCH-UNIDROIT Digital Assets and Tokens Joint Project) was approved by the HCCH Council on General Affairs and Policy in March 2023 82 and by the UNIDROIT Governing Council in May 2023. 83 The kick-off meeting of the Joint Project was held in June 2023 and, following a second meeting in autumn 2023, the HCCH Permanent Bureau will report the Council on General Affairs and Policy on the project results, including suggestions on the desirability and feasibility of continuing work on the topic through the establishment of a joint Experts’ Group. 84

As is seen, the HCCH has identified a number of private international law issues in the area, some of them being the core questions of private international law. However, internationality has not been among them although it is key to all the issues identified so far. It is interesting to note that HCCH did consider the question of internationality as part of its work on the law applicable to international credit transfers, which started in 1980s but not resulted in any legal instrument. 85

4. CONCLUDING REMARKS

Internationality is a fundamental concept in private international law which defines the relevance and applicability of this area of law in a given situation. Although there is no agreement in private international law as to how internationality is to be ascertained for a transaction, relationship or situation and on which criteria, internationality is typically considered as a requirement to be satisfied for a private international law analysis. This suggests that for a cryptocurrency transfer to be subject to a private international law analysis, there needs to be an element which gives the transfer an international character. However, this also gives rise to

81 Ibid., par. 18.
the question of if, and how, such an element will be ascertained in cryptocurrency transfers taking place within truly global systems underpinned by DLT.

Given that DLT-based systems have participants located in different jurisdictions and that the ledger in these systems exist potentially in many places in the world as it is distributed across the system participants, there is no doubt that cryptocurrency systems underpinned by DLT ordinarily involve a foreign element. Although this makes a case for an argument that all cryptocurrency transfers within DLT-based systems are international and therefore should be subject to a private international analysis, this may not be always desirable for different reasons. Cryptocurrencies are used in purely domestic situations, as well as international ones, in various contexts and therefore disputes arising from cryptocurrency transfers may not necessarily involve a foreign element beyond the global nature of the systems within which cryptocurrencies are transferred. In addition, private international law is a technical area of law which gives rise to complex questions of the determination of international jurisdiction and applicable law, particularly in relation to novel concepts like cryptocurrencies. It would be therefore a costly and time-consuming exercise to conduct a private international law analysis in all cases arising from cryptocurrency transfers irrespective of the nature of the dispute. These considerations suggest that, for a private international law analysis of cryptocurrency transfers within DLT-based systems, there is therefore a need for a criterion or criteria on the internationality.

However, the criteria, which are traditionally used in private international law and which derive from persons or places/locations concerned, have limited utility in the cryptocurrency context due to the use of DLT, disintermediation and pseudonymity in cryptocurrency systems. In cases where there is some degree of identification of the transacting parties, the test for internationality may be based on the location of the parties if this is known or identifiable, or the internationality of a cryptocurrency transfer may be subject to the internationality of the underlying relationship between the transacting parties. However, this is not an area where specific pre-set and precisely defined criteria or definition of internationality could satisfactorily work given the fast-evolving and developing nature of cryptocurrencies and the difficulties associated with the application of any criterion based on persons or places/locations to cryptocurrencies. Therefore, there needs to be some flexibility in the test of internationality for cryptocurrency transfers in DLT-based systems. Although it is not clear whether the UNIDROIT and the HCCH take a particular approach to internationality in the context of their current projects concerning digital assets and digital economy, including cryptocurrencies, and, if they do, what that approach is, internationality would be key to many questions they have identified to address in the area.
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